Appendix D:

VAGQO's maturity model for server security

Figure D1: VAGO's maturity model for server security
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Source: VAGO, based on the MCSB.
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